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Abstract 
 

Vehicular Adhoc Networks (VANETs) have become a hot area of research and development since few years. It is actually a subclass of 

Mobile Adhoc Networks (MANETs) where each node is a vehicle and when the nodes come in the communication range of each other, 

they form a network. In VANETs, Vehicle to Vehicle(V2V) and Vehicle to Infrastructure(V2I) communication takes place where nodes 

themselves acts as servers and /or clients for sharing & exchanging of information. VANETs find applications in road safety also have 

the potential to improve traffic efficiency and convenience by communicating with peer vehicles and roadside units. As the nodes move 

with high speed, the topology is dynamically varying and designing a routing protocol for such a dynamically varying network is a chal-

lenge. Also other challenges of VANETs are security, connectivity among vehicles, cross layer design issues, mobility & validation.  

In this paper, a VANET scenario is simulated using Wireshark Simulator in IEEE 802.16e (WiMAX) and IEEE 802.11p (WAVE) envi-

ronment and the performance evaluation parameters like packet loss ratio and throughput. The simulation results are performed by scal-

ing the network size using both the environments i.e., WiMax and WAVE and the results are evaluated by comparing throughput and 

packet loss ratio. WiMAX outperforms WAVE in a VANET environment in a big network. 
 

Keywords: Packet Loss Ratio; Throughput; WAVE; WiMAX  

 

1. Introduction 

With the advancement in technology, vehicle industry has incor-

porated wireless communication technology in the vehicles so that 

vehicles can communicate with other peer vehicles on the road for 

exchange of information about the traffic and safety warnings. 

VANETs [1], [2], [3] uses vehicles as mobile nodes and are actu-

ally a subclass of MANETs. These nodes (vehicles) are equipped 

with sensors and Global Positioning System (GPS) receivers, 

known as on-board units. These nodes communicate with the sta-

tionary road side infrastructure. Thus, communication in VANETs 

usually is among V2V and V2I. In order to support the communi-

cation among vehicles i.e., V2V & V2I, a 75MHz frequency spec-

trum in 5.9GHz band is allocated by FCC for short range commu-

nications. 

Communication among vehicles can take place in three different 

types of architectures: 1. In Ad hoc type of architecture also called 

as Infrastructure-less, the vehicles communicate with each other 

without using any infrastructure such as base station or access 

point, 2. In Infrastructure-based architecture, Wi-

MAX/3G/4G/LTE technology is used for the vehicles to interact 

with fixed base stations like road side units using internet and 3. 

The third type is the hybrid architecture which combines the func-

tionality of the above two architectures to provide a wide variety 

of applications to both the driver and passengers. 

In this paper the hybrid architecture of VANETs is used to explore 

its functionality by using Worldwide Interoperability for Micro-

wave Access (WiMAX) and Wireless Access in Vehicular 

Environments (WAVE). 

Figure 1 gives the architecture of VANET. It consists of vehicles 

and base stations known as road side units [4]. The mobile nodes 

(vehicles) are equipped with onboard units (OBU) and the Road 

side units (RSU) are situated at certain distance and in turn con-

nected to internet to broadcast information to vehicles. Each of the 

nodes acts as a router and also as a repeater and routes the infor-

mation to other vehicles within its range. Basically there are two 

types of communication networks: 1.V2V and 2.V2I in order to 

establish the network and to exchange information. 

 

Fig. 1: VANET Architecture 

http://creativecommons.org/licenses/by/3.0/
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RSU can communicate with Internet and connect to the cloud to 

provide useful information.  

This paper is proposed to create a VANET scenario using Wi-

MAX and WAVE environment and evaluate its performance using 

Wireshark simulator. The rest of the paper is organized as follows. 

Section 2 gives WiMAX & WAVE environment and the related 

work. Section 3 describes the simulator used. Section 4 presents 

the simulation setup using Wireshark simulator. Section 5 presents 

the simulation results and section 6I gives the conclusions. 

2. WiMAX, WAVE & Related work 

2.1. WiMAX Technology 

Worldwide Interoperability for Microwave Access (WiMAX) also 

known as IEEE 802.16e technology is an IP based, wireless 

broadband access technology [5] which performs similar to IEEE 

802.11 network and have the coverage and guaranteed quality of 

service of infrastructure based cellular network. It is wireless 

communication system intended for metropolitan area network 

and is also known as IEEE 802.16. It provides high data rates of 

upto 70 Mbps and coverage area upto 30 miles (50Kms) for fixed 

stations and 3-10 miles (5-15 Kms) for mobile stations. WiMAX 

operates on both licensed and unlicensed bands and the coverage 

area ranges about 4-5 miles including trees & structures (i.e., 

NLOS environtment). In a line of site environment the range ex-

tends upto 10 miles (16 Kms).  

2.2. WAVE Technology 

WAVE (IEEE 802.11p) [6], is basically a version of IEEE 802.11 

standard used for wireless communication among vehicles. Some 

of its features such as distributed medium access control mecha-

nisms and simplicity are adapted from IEEE 802.11. This standard 

is used mostly for information exchange among vehicles, road side 

units, on board units and some fixed infrastructure like traffic 

signals. The standard supports both V2V and V2I communication 

at 5.9GHz band. A maximum of 27 Mbps data rate and 100 Kmph 

of mobility is supported by this standard. 

2.3. RELATED Work 

In [6], parameters like packet delay, packet loss ratio are evaluated 

and this QoS is calculated in both the WAVE and WiMax tech-

nologies implemented in VANET [7], [8], [9]. It is shown that if 

the length of the packet is small then WiMax is more suitable. 

Also, for long distance communication the packet loss ratio is less 

and QoS is more.  

In [4], the authors concluded that WiMAX technology is prefera-

ble over WAVE or any other for VANETS in terms of perfor-

mance compared to other wireless technologies. Thus, WiMAX is 

opted over WiFi, 3G or WAVE in this paper as it is more econom-

ical, have high download speed of upto 70 Mbps and also says that 

a high QoS is ensured for both the video and voice applications.  

3. WIRESHARK Simulator 

The simulator used in this work is Wireshark. It is an open source 

network packet analyzer [10], [11], [12]. It is freely available and 

runs on both Windows and Unix platforms. It is capable of captur-

ing the packets in a network and displays the data of a packet in 

detail. It is used as a measuring device to examine the inside of a 

network cable. It can be used by network engineers/administrators 

or developers to troubleshoot the various problems of networks, to 

analyze the security issues, to debug the protocols and to under-

stand the inside of network protocols. 

Wireshark first captures the data packets from the network then 

opens the files containing the data with tcpdump/ windump, 

wireshark and many other programs used for packet capturing. 

 It imports packets from text files, displays packets with detailed  

protocol information, saves packet data captured, export some or 

all packets, filter packets, tries to detect the packets, color the 

packet display using filters. In this paper Wireshark is used to 

create a scenario for analysis based on the assumptions made. 

4. Simulation 

4.1 Simulation Environment & Parameters 

The main aim of this simulation is to evaluate the performance of 

WAVE and WiMax technologies considering some urban scenari-

os. In this paper, Wireshark is used to create a scenario for analy-

sis. Table I gives the platform for simulation. 
 

Table 1: Platform for Simulation 

Parameter Quantity 

Bandwitdth 1.76 GHz 

MAC Protocol 802.11 

Network Protocol IP 

Routing Protocol Bellman Ford 

Modulation BPSK 

TCP Window Size 64 KB 

Network Path Latency 60 milliseconds 

Number of Nodes 
10, 20, 30, 40, 

50, 60, 70, 80 

 

The simulation is carried out for a duration of 240 seconds by 

varying the size of network i.e., by increasing the number of nodes 

(vehicles) and calculating the parameters- packet loss ratio and 

throughput in vehicular environment. WiMax and WAVE tech-

nologies are used in the simulation.  

 
Fig. 2: Transmission of packets in Wireshark 

Figure 2 shows transmission of packets by vehicles which are 

captured in Wireshark [14], [15].  

Figure 3 gives the time at which each node starts transmission 

using TCP protocol. Each node here is assigned with an IP ad-

dress. For example node with IP address 104.244.42.136 starts the 

communication with node of IP address 192.168.1.176. After the 

two way handshake i.e., after the transmission and reception of 
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TCP request and the acknowledgement respectively the node for-

wards the data packet through other intermediate nodes. If the 

network is dense i.e., if the size of the network increases then the 

number of intermediate nodes (routers) will be more which de-

grades the performance of the network as the throughput of the 

network reduces due to long distance propagation. Also the 

amount of end-to-end delay increases. 

 
Fig. 3: Timing diagram for each node 

5. Simulation Results 

Throughput for every node and packet loss ratio are metrics of 

performance which need to be calculated.  

Throughput is very important for data intensive VANET applica-

tions such as live images and videos. A fair enough throughput is 

essential for transfer of quality data. In this paper, average 

throughput per node is calculated as shown in figure 4. Here mean 

throughput is calculated as the ratio of size of the transmitted 

packet and packet delay. For example, figure 4 shows the 

throughput for a given node. X-axis the simulation time and Y-

axis gives the average throughput for the node. 

 

Fig. 4: Throughput for each node 

Simulation is performed using both WiMAX & WAVE 

technogies by varying the size of network. Initially, the network 

size is considered to be 10 with node 1 as source node and node 10 

as destination node. Keeping the same source and destination 

nodes, the netowk size is increased to 20, 30, 40, 50, 60, 70 & 80 

and simulations are carried out for growing network sizes using 

WiMAX & WAVE. The performance metric parameters, 

throughput and packet loss ratio is calculated for each of the 

simulation. 

 

Fig. 5: Graph of Throughput for number of vehicles for WAVE and 

WiMAX 

Figure 5 gives the graph of throughput for varying number of 

vehicles using WAVE & WiMAX technologies. It is clear from 

the figure 5 that throughput is more for WiMAX technology in 

comparison with WAVE technology. Also throughput decreased 

as the size of the network increases.  

Packet Loss Ratio is defined as ratio of packets loss due to 

collision and packets loss + packets received. This is required to 

calculate the efficiency of the network. 

 

 

Fig. 6: Graph representing Packet Loss Ratio and number of nodes for 

WAVE and WiMAX 

Figure 6 gives the graph of packet loss ratio with increasing net-

work size. It is concluded from figure 6 that WiMAX outperforms 

WAVE even in case of packet loss ratio, also initially the packet 

loss is less for both the cases but gradually as the network size 

increases the packet loss ratio increases but compared to WAVE, 

WiMAX gives better performance. 

6. Conclusion 

The study of WAVE and WiMAX was done to find standard spec-

ifications. VANETs can be implemented using both the technolo-

gies. As the network grows then comes the choice of selecting the 

optimal technology. For which performance evaluation was done 

for WAVE and WiMAX environment by increasing the number of 
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nodes (vehicles) in the given network. Two metrics: throughput 

and packet loss ratio are calculated for both the environments 

WiMAX and WAVE using Wireshark simulator. From simulation 

results it is concluded that WiMAX outperforms WAVE in a 

VANET environment in a big network.  
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