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Abstract 
 

Internet of Things is the mainstay of the new era since its application becomes the future of day-to-day life. This work targets the IoT 

network assisted by WSN to prevent forest fire. We propose two-layer architecture of sensor network assisted by IoT enabled UAVs. The 

data flows in the proposed architecture in bottom-up fashion i.e., data is sensed by the nodes, which are deployed in the forest area (and 

sense temperature continuously). This data is transmitted to upper layer consisting of UAVs, which take appropriate action (to sprinkle 

water to bring temperature down to prevent fire). All the UAVs are interconnected to each other as well as to base station. The sensor 

nodes are clustered using two-step clustering algorithm, which takes care of the isolated nodes. The scheme has been equated to another 

WSN assisted IoT clustering technique. The proposed scheme outperforms the existing in terms of congestion at the UAV stations, num-

ber of alive nodes and remaining energy of the network. 
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1. Introduction 

Forest fire roots  massive damage to  natural resources, environ-

ment as well as to an human lives  [1].  It can be defined as un-

checked fire taking place due to various reasons in forests. Some-

times, it is so worst that it takes days for fire fighters to take con-

trol of situation. The forest fire at times, is so large that it takes 

long time for the fire fighters to gain control over the situation. 

This sometimes results in massive destruction of natural resources. 

Fig. 1 shows the major forest with worst fires till date. The aim of 

this work is to propose a protocol for prevention of fire before it 

alleviates to uncontrollable level, as well as inform fire fighters to 

mend the situation well in time. In order to reach this objective, 

we have designed a outline of wireless sensor network (WSN) 

assisted IoT, taking in account some important characteristics 

which cause forest fire.  

WSN consist of hundreds of sensor nodes.  Every node has a de-

tecting ability, calculation capability, and communicate via wire-

less medium.  

These sensors are battery driven i.e. have limited energy source. 

Generally, are deployed in ad-hoc fashion in remote areas, so it is 

practically impossible to replace batteries. So, energy plays a par-

amount role in deciding the performance metrics of WSN [2]. To 

use the energy competently nodes are grouped into many small 

groups called clusters (Fig. 2). This technique of combining sen-

sors is called as clustering [3].  

For every cluster, depending upon various protocols one node is 

selected for communication with base station (BS) and is known 

as cluster head (CH). CH collects the data from all the sensors in 

the cluster the aggregated it to BS after fixed duration of time. 

Other nodes in the cluster are known as cluster members. CH is 

scalable for many sensor nodes and reduces energy consumption 

to increase network life time.  

Selection of cluster head is an important issue in designing clus-

tering protocols, and is reported widely in literature  [4]–[9].  

 

 
Fig. 1: Worst forest fires creating brown clouds [10]
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Fig. 1 : Clustering scheme in WSN 

 

Wireless sensor networks are a classical IoT network, in which the 

nodes can sense, keep close watch of the network as well as 

transmit data to desired location. IOT can be defined as a vibrant 

omnipresent network, of things which are connected via wireless 

links. Can be individually recognized depending upon standard, 

scalable and interoperable communication protocols [11]. Virtual 

and physical objects in the IoT have features and individualities 

that allow them to edge with information networks [12]. We can 

also refer IoT as physical objects connected globally, which can 

sense, process, and communicate with themselves and to external 

world due to embedded technology. These networks consist of 

very large heterogeneous nodes those are driven by limited power 

source, spectrum and processing capacity. These nodes have to 

mitigate with ever shooting data traffic needs parallel to maintai 

ing QoS requirements such as latency reliability and feedback 

loops. Initially IoT was dependent upon use of radio-frequency 

identification (RFID) technology, which is widely used in supply 

chain visibility, inventory tracking, logistics, library systems, 

pharmaceutical production and other industries. Though in last 

decade IoT has escalated up many phases and these technologies 

are accepted rapidly [13].  

Here in this study we intend to prevent forest fire before it erupts 

using WSN assisted IoT. Some work has been reported in this 

direction. Zhang et al [14] proposed BEEM, where they evaluated 

the networks lifetime from QoS perspective. Though not much 

idea of how this BEEM protocol is used for detection and preven-

tion of forest fire was deliberated.  

In [15], Yu et al proposed real-time forest fire detection scheme 

by using WSN. Nodes sensed the temperature and relative humidi-

ty from forest and aggravate it to the CH, where data was pro-

cessed forming neural network. Sensed data was treated as input 

to neural network and produce an index which evaluates the prob-

ability of forest fire. The neural network takes the measured data 

as input to produce weather index, which measures the likelihood 

for the weather to cause a fire. Finally, manager node decides the 

fire danger probability based on received weather parameters and 

some other influencing factors. However, immediate prevention 

was not proposed in above protocol and it is well known that once 

the forest fire erupts, it become very difficult to control it. 

In this paper, firstly, we propose two layer architecture, integrat-

ing WSN with Unmanned Arial Vehicle (UAV) for prevention of 

forest fire. We define a clustering algorithm for uniform coverage 

and uniform energy consumption of deployed sensor network. 

Secondly, we integrate WSN and UAV via IEEE 802.15.4 which 

defines the lower layers (PHY and MAC) of low-speed wireless 

local area networks (Low Rate, Low Power Wireless Personal 

Area Networks – LR-WPAN) low latency communication proto-

col [16]. Whenever, a rise in temperature is detected by any of the 

sensor nodes, UAV will come at desired location and spray fire 

extinguisher chemical to combat the situation till the fire fighters 

are reached. 

2. Integrating WSN With IoT 

Integration of WSN with IoT is much more than a rumor, major 

technical firms are building their IoT scenario in tandem with 

WSN such as IBM‘s ―A Smarter Planet‖, where sensors are con-

sidered to be basic building blocks in intelligent cities; Hp labs 

CeNSE which is deploying  world wide web of sensors to create 

‗nervous system of planet‘ [17].  
The problem is how sensor nodes would function when connect-

ing WSN with the internet.it should either communicate directly 

or through the base station (BS). The ‗thing‘ mentioned in Internet 

of things has to addressable and locatable physical thing via inter-

net.  

We assume that sensor nodes implement a compatible set of pro-

tocols such as 6LoWPAN, so that any internet host can have direct 

communication with the sensors & vice versa.  

3. Previous Studies 

WSNs have been intensively incorporated for environment moni-

toring applications such as natural disaster, climate and animal 

monitoring also widely employs WSN. Some applications employ 

homogeneous networks , while other employ heterogeneous net-

works for more effective and selective sensing [18]. Many studies 

have reported composite concept where difference in nodes meas-

urement is gathered and forwarded. Assembling of atomic actions 

or data detected by various different class of sensors is termed as 

composite sensing. WSN for fire detection has been reported 

widely [19]. Clustering is a most used scheme for data aggregation 

in WSNs. Many clustering algorithms are reported in existing 

literature, such as LEACH [3] and HEED [8]. In [20], authors 

used k-means and separate three classifiers, Feed Forward Neural 

Network (FFNN), Naive Bayes, and Decision Trees. All three 

classifiers were used to find type of data and to increase sensing 

and aggregation of data for a fire event. Data is divided into two 

separate class: event reporting fire event and disturbance. FFNN 

was found to perform better in terms of prediction accuracy than 

the rest two classifiers. Authors of Ref. [21] proposed a fuzzy 

logic based algorithm to select decision making nodes and detec-

tion nodes. Based on the data sensed by detection nodes and fuzzy 

rules, decision making nodes predict the real value of the envi-

ronmental events and checks weather nodes is having failure or 

not. In Ref. [22], the authors proposed a Cluster-based Energy 

efficient Composite event detection (CEC) protocol. Any existing 

mechanism can be used for forming the clusters. All CHs form a 

backbone used to deliver reports to the sink. Each CH performs 

local data aggregation to detect events. When an event is detected, 

a report is sent to the sink along a backbone of CHs. Contrary to 

this fixed clustering, Ref.[23] Proposes an event-based clustering, 

where a cluster is initiated by and composed of nodes that detect 

events.  

In WSNs the sink (or sinks) can be fixed or mobile. When the sink 

is mobile, the trajectory of the sink can be fixed, controlled (e.g., 

based on some parameters such as the residual energy) or random 

walk [24]. The Anchor-based Voronoi-scoping Routing Protocol 

[25] considers several sinks that move using a random path ap-

proach. Each sink chooses an anchor from its neighbors, based on 

the nodes‘ signal strength. The anchor sends a hello message to 

the sink‘s Voronoi scope neighbors, so that they know how to 

send the information to the sink. 
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4. Network Model 

Let the entire geographic region of forest be divided in to random 

zones depending upon feasibility. Let every zone area alienated in 

to ‗M‘ zones with area of K×K square units. Also presume that 

‗nodi‘ be the number of nodes in ‗ith‘ zone of the network. Sup-

pose ‘ρs’ is the density of nodes in zone ‗i‘, of area K×K square 

units. (For the sake of simplicity and understanding, we assume 

network to be divided into 4 zones. 

 

 
Fig. 3: Forest model showing initial deployment 

 

Figure 3 shows the initial deployment of sensor nodes and forest 

divided in various zones depending upon geographic condition 

and each zone divided into ‗i‘, zones. UAVs are initial placed at 

the centroid of each zone. 

4.1 Cluster Head Selection 

After initial deployment of sensor nodes in forest to ensure uni-

form coverage we make sure that cluster head is selected in every 

zone, or to provide uniformity to the cluster head election, each 

zone is required to have at least one cluster head. This would also 

ensure uniform energy consumption.  

Now if one CH from every zone is selected, then this would mean 

out of N nodes, ‗k‘ number of nodes would act as cluster heads, 

such that CH = {CH1, CH2… CHk}.  Number of nodes that would 

be cluster members would be N-k or 
1
( 1)

k

i
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  . For election 

of cluster heads, every node in set ‗Mk‘ would compute fitness 

function based on zonal energy and zonal degree of connectivity. 

Suppose Fit m, k = {F1, F2. . . F m, k} be the fitness set for each node 

‗m‘ in kth zone. 

For any node, n   CH, such that n k   . All the nodes with 

highest fitness function would be cluster head. In proposed 

scheme the residual energy and zonal average residual energy 

(ZEav) of all sensors in each cluster along with the zonal average 

degree of connectivity (ZDOC) are considered to designate cluster 

heads. 

Zonal average residual energy is the average energy remaining of 

nodes in particular zone and can be formulated as: 
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On the other hand, Degree of connectivity for any node would be 

equal to number of connections in the communication range of a 

node. Finally, the node having the highest weight considering 
degree of connectivity and residual energy will be designated as 

cluster head. 
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For all nodes n   CH, an ADV packet is sent in the range ‗R‘ to 

the nodes in the neighbor set. Nodes that would receive the ADV 

packet would join the cluster head to form the cluster. Such set of 

nodes would be,  1 2 ....       , such that  1 N k   . 

4.1.1 Degree of Connectivity 

The proposed algorithm will begin with base station sending 

HELLO packets to every node in the network so that a node can 

know of its zone. The Hello packet would contain Id of zone and 

nodes lying within the zone. Every node can calculate distance 

from Received signal strength of the Hello packet as follows, 
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Solving equation (3) for localization model, we get, 
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Once coordinates are found as in Equation (4), every node can 

compute its distance from every other node in the network using 

Euclidean distance formula. All those distance values for particu-

lar node which are less than communication range of a node, will 

act as its neighbors. The number of neighbors for a particular node 

would be its degree of connectivity in the network. 

Clustering Isolated nodes 

For prolonging the networks lifetime we propose further cluster-

ing of isolated nodes, which are in communication range of each 

other [2]. Nodes that do not receive any ADV message would 

belong to set  1 2, ,...,         would be isolated nodes, such 

that 
1

1  &      ( 1)
k

i
N k or M     


        . For all the nodes 

belonging to set   , 1,   i iif D R      , then they must form clusters 

using latter clustering algorithm. Say,   represent the number of 

nodes that would form' λ' clusters out of '  ' number of isolated 

nodes, such that         . Where' ‗µ‘ is nodes which 

are still isolated after second step clustering. This step will ensure 

that, even if some of the nodes have been devoid of clusters 

formed initially, their clustering would reduce their energy con-

sumption while interacting with the base station.  Now in the final 

isolated nodes set 
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  number of nodes 

remain. These nodes would directly communication with base 

station. The objective function would be to minimize ‗µ‘: 
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Energy consumed by the WSN would be : 

 

E= K×ECH +  ×ECHISO +   memE    +µ×Eiso                 (6) 

 

Putting values to WSN energy equation: 
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5. Proposed Model 

Since the area of single zone of a forest tends to be large, thus the 

nodes deployed in that area tends to follow TSUC clustering tech-

nique to group the nodes in several clusters. Each node will con-

tinuously monitor the environment in the idle mode. The fact that 

the nodes remain in the idle mode for most of time tends to make 

this system more energy efficient. These sensor nodes need to turn 

on their radios for data transmission only if the value of tempera-

ture sensed by them exceeds certain threshold limit. The value of 

threshold limit of the temperature depends on the real-time condi-

tions and will be set at less than the value at which grass or leaves 

catches fire. For example, if the temperature at which leaves can 

burn is 50 Celsius, then the threshold value can be set at 10 per-

cent lower to the upper-limit value. That means as soon as the 

temperature hits 45 Celsius, the sensor nodes will forward the data 

to the IoT assisted UAVs, which can come in for sprinkling to 

reduce the temperature and thus preventing the disaster to the flora 

and fauna.  

The main objective of the work is to reduce the latency of report-

ing the data from sensors to the UAVs. This is done by formulat-

ing a fitness function for the relay nodes. Each node will forward 

the data in multi-hop nature to the UAVs. Selection of relay node 

however, depends upon the fitness function of each node. We 

define fitness function as: 

 

       ,      F D R UAVs Remaining Energy                         (8) 

   

 
Fig. 4: Schematic of proposed scheme 

 

Figure 4 shows the schematic of the proposed algorithm.  

Where D (R, UAVs) is the distance between the relay node and 

UAV station.  

At the second layer, all the UAV stations need to be positioned in 

the center for zone such that communication cost from the sensor 

to the UAV station is less. Each station houses transmitter and 

receivers, which can communicate to the nearest UAV station. 

This is mandatory for the fact that if UAVs in one of the station 

goes empty, UAVs from other station can join in. Finally, the 

UAVs station need to be connected to main station at outside of 

the forest or easily accessible human area 

6. Results 

We compared the TSUC IoT performance with ECBR IoT [26]. 

Comparisons were made on four parameters namely remaining 

energy of the network, number of alive nodes, through put, re-

maining energy of the isolated nodes and number of isolated 

nodes in the network. 

 
Fig. 5: Number of nodes alive 

 

Energy consumed is lesser for proposed scheme than other ECBR 

IoT, this will also improve the lifetime of the network which is 

adequately proven from the graph of number of alive nodes in the 

network Figure 5. As is apparent from the graph of number of 

alive nodes that all the nodes are alive till approximately over 700 

rounds, this is because of the fact that energy is consumed uni-

formly from the entire network as every zone has cluster head, 

unlike other schemes where nodes nearer to the sink tend to die 

early, network goes completely dead at around 2700 rounds for 

TSUC. ECBR however, performs slightly better than other availa-

ble schemes in context with number of alive nodes and remaining 

energy of the network, this is because ECBR allows the isolated 

nodes to transfer the data to base station via cluster heads (those 

cluster heads to which these nodes had formed clusters in the pre-

vious rounds).  

 
Fig. 6: Remaining energy 
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Figure 6 shows that energy is uniformly drained from entire net-

work and network is well alive after 2500 rounds  as well. 

 

 
Fig. 7: Throughput 

 

The throughput has been plotted as cumulative throughput for the 

successive rounds Figure 7. Each node sends a packet for 1024 

bytes to its respective cluster head or to base station directly in 

case of isolated nodes. As number of alive nodes keep getting less, 

the value of throughput starts becoming constant in the network. 

 

 
Fig. 8: Congestion in proposed scheme 

7. Conclusion 

In this paper, we proposed a forest fire modell, which includes a 

flexible and scalable platform to both deploy algorithms based on 

proposed clustering algorithm and sensing model for forest fire. 

Specifically, it is a fusion of WSN and IoT and a two-layer archi-

tecture for prevention of forest fire. It considers relevant charac-

teristics that may raise temperature and uses a clustering algorithm 

for planning and prioritizing the extinction of the cause of fire. 

The results show that propose algorithm has improved sensing 

coverage and prolonged networks lifetime. 
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