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Abstract 
 
This paper aims to continue the work towards the standardization of the concept of systems-of-systems (SoS). A notion that has been 
around for quite a while, but still difficult to unanimously agree on one definition for it. Correspondingly, we collected some SoS defini-
tions from literature in order to point out the similarities between them. We present a set of SoS characteristics that differentiate them 
from classic and complex systems. A classification of SoS is also detailed. Eventually, an application is presented in order to emphasize 
the importance of the classification. 
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1. Introduction 

A system-of-systems (SoS) may be designed in order to accom-
modate diverse and changing missions, that cannot be defined in 
preliminary phases with precision [1]. It may also be formed and 
organized dynamically so as to achieve a set of targets [11], [12]. 

Designing such systems is a tremendously challenging task. These 
systems exist in diverse domains as enterprises, healthcare, tele-
communication, aerospace, military, markets, etc. Besides, today’s 
application exploits the infrastructure of SoS in order to support 
computation and data storage [2]. 
Application areas of SoS are vast indeed. They embrace software 
systems like the Internet, cloud computing and cyber-physical 
systems all the way to hardware dominated cases like energy, 

transportation, etc. [3], [12], [13], [15]. 
Consequently, a new discipline has emerged, it is called SoS engi-
neering (SoSE). A discussion of SoSE is included in [4] (section 
4.2.6): “SoS engineering deals with planning, analyzing, organiz-
ing, and integrating the capabilities of a mix of existing and new 
systems into a system of systems capability greater than the sum 
of the capabilities of the constituent parts.”  
Actually, this discipline develops and becomes more mature every 
year as there is a growing interest in SoSE standardization. This 

includes more convergence on definitions and fundamental princi-
ples [5]. Hence, this would establish a fructuous basis for more 
consistent and effective research and application of the theories.  
In this paper, we aim to emphasize the importance of the classifi-
cation of SoS. This said having the same characteristics does not 
imply talking about the same SoS and the same processes within 
them. Accordingly, our proposition sires two major SoS classes: 
directed and open that we explain further.  

The remaining part of the paper is organized as follows: 

 A background of SoS definitions and properties is de-

tailed, respectively, in section 2 and section 3. 

 The SoS typology is explained in section 4. 

 An application of the theory is explained in section 5. 

2. SoS definitions 

SoS have received extensive attention from science communities 
in the past years. And numerous definitions were proposed to sire 
this concept. In table 1, we enumerate some of the numerous pro-
posed definitions of SoS. 

 
Table 1: SoS definitions 

Reference Proposed definition for SoS 

[4] 
“SoS is a large-scale composite system, which can realize 

specific function” 

[6] 

“SoS are a collection of systems, each capable of independ-

ent operation, that interoperate together to achieve additional 

desired capabilities” 

[7] 
“SoS are integrated, independently operating systems work-

ing in a cooperative mode to achieve a higher performance.”  

[8] 

“SoS are special systems, they are composed of systems 

which can run independently and have their own benefits and 

value. Once the element system is put into the SoS, its inde-

pendence still exists and the interactions among the systems 

are frequent.” 

[9] 

“SoS as a collection of systems that must have two features: 

its components must be able to operate independently by the 

whole system and they do operate independently, being man-

aged at least in part for their own purpose” 

[10] 

“SoS is a collection of systems, can achieve the objective 

which a single system cannot achieve. Every system can 

operate independently to achieve its own objective. SoS have 

emergence properties” 
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Despite the fact that the term SoS has been around for quite a 
while, we still seem to be struggling with the concept. Jamshidi 
quoted approvingly from the claim in Sage and Cuppan [16] that 
there is no universally accepted definition of systems of systems. 
Besides most definitions of SoS are not very helpful and some of 
them are even harmful [17]. 
Here is our definition to SoS, we esteem that it completes previous 
definitions in literature: “SoS is an evolving synergy of heteroge-

neous, autonomous, distributed, interdependent, sometimes com-
plex and integrated systems that interact in order to achieve a 
complex and evolving target that exceeds the sum of the parts.” 
It is worth noting that SoS integrate independently operating, non-
homogeneous systems to achieve a higher goal than just the sum 
of the parts [17], [14], [15]. 

3. SoS Characteristics 

In this subsection, we reveal a set of properties that differentiate 
SoS from ordinary systems. The more the system looks in coher-
ence with them, the more it is considered as a SoS. They are based 
on a survey of relevant literature. 
 

Table 2: SoS characteristics 

Characteristic Definition 

Autonomy  

Autonomy is sired by two notions. One is self-

directness and it refers to the independence of the 

component system from external involvement to per-

form correctly. The second is self-sufficiency which 

refers to non-reliance on external factors for the satis-

faction of component system’s needs [18], [19], [20]. 

Heterogeneity  

SoS should support the miscellany of natures of com-

ponent systems in addition to their operation on differ-

ent time scales. They should be diverse in terms of 

resources, functionalities and capabilities. The perfor-

mance of the whole should not be affected by the 

divergence regarding the nature and operation sched-

ule of its components. 

Interdependence 

Interdependence is concerned by the ability of a collec-

tion of systems to share, exchange and correctly inter-

pret information, material and sometimes even energy, 

in order to achieve a common target in a given context 

respecting some rules of interaction [21], [22]. 

Distribution 

One of the most important properties of SoS is physi-

cal distribution. Component systems are not forced to 

be in the same geographic locus in order to perform. 

The geographic extent of SoS is large and nebulous 

[7]. Information, tasks and capabilities are distributed 

amid the SoS according to some rules. 

Extensibility  

SoS have no fixed architecture. The infrastructure of 

SoS may evolve, extend or reduce at any time [17]. 

SoS are never finished; they have the tendency to 

evolve continually. This is due to the change in the 

environment [17]. 

Emergence  

Emergence has been a subject of controversy for aca-

demic researchers. There are some authors, as in [7], 

[23] and [24], who see that there is no concise defini-

tion of emergence. And there are others, as in [25], 

who said that it represents behaviours that differ from 

the collective properties of component systems form-

ing the SoS. They emerge from the cumulative interac-

tions amid the SoS and can have positive/negative 

effects. 

4. SoS Classification 

We believe it is necessary to elucidate the concept of SoS. This 
process should start with a clear classification that will form a 
foundation of SoS engineering.  
We propose a taxonomy based on the level of both management 
centralization and systems’ operational freedom in addition to its 
ability to change. Our work is based on the taxonomy proposed in 

[1]. The boundaries between these types can be defined in terms of 

the degree of operational and managerial independence of the 
components. 
We see that there are two important classes of SoS, which are: 

 Directed SoS 

 Open SoS 

It is important to note that this typology has a complementary role 
to SoS’ characteristics. 

4.1. Directed SoS 

Directed SoS should have well-defined objectives. They are built 
in order to achieve specific purposes. They are centrally managed 
during long-term operation to achieve the sought objectives. This 
does not affect the autonomy of component systems and their 

interdependencies. 
In fact, there could be a hierarchy of changing targets amid the 
SoS. However, there are some targets that are the most crucial and 
stand for the intent of the building of the SoS. They represent the 
sought solutions that all the infrastructure is assembled to achieve.  
Below these targets, there could be a descending hierarchy of 
objectives. The idea behind it is to decompose a complex target 
into several less complex objectives. The decomposition of objec-

tives ends when it reaches simple, directed and well-defined tasks 
that should be assigned to the autonomous component systems.  

4.2. Open SoS 

Unlike directed SoS, open SoS have neither a management author-
ity nor a centrally agreed-upon purpose. They have targets that 
component systems interact more or less voluntarily to achieve. 
Besides, component systems may integrate or exit dynamically the 

SoS based on mission requirements.  
However, they also have a descending hierarchy of objectives that 
are decentralized. The decomposition of objectives ends when it 
reaches simple, directed and well-defined tasks that should be 
assigned to the autonomous component systems. 

5. Application 

We believe that before we get to the integration process, it is im-
portant to fragment SoS and elucidate this concept. A classifica-
tion of SoS is proposed further in this paper. Then, we introduce 
an integration process for each one of SoS classes. 
Besides, we see that the integration is a good example to explain 
the difference between directed and open SoS as they adopt differ-
ent approaches to handle the process. 

5.1. Integration in Directed SoS 

A system willing to integrate a SoS should have a predefined task 
that contributes to the achievement of the objective of the SoS. 
Accordingly, the verification of the task and the choice of the 
assigned objective are assured by the management authority. 
 

 
Fig. 1: Integration process in directed SoS. 
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As illustrated in Fig. 1, the integration process is constituted of 
three phases. It is worth noting each color represents different 
objective. And component system ‘x’ is willing to integrate the 
SoS by being assigned to the second objective. 
Here is a brief presentation of each phase: 

 Phase I: is about logically isolating the concerned set of 

component systems assigned to the implicated target. 

 Phase II: is about integrating the new system among the 

set of component systems assigned to the implicated 
target (Target 2 in this case). A specific task is chosen 
and assigned to the new component system ‘x’. In addi-
tion, in this phase, a replication of the tables of compo-
nent systems assigned to Target 2 in the system X’s ta-

ble is done. The result is a new table including all sys-
tems in the same Target. This table should be shared 
with component systems of Target 3 so as they update 
theirs and add the system X to their tables. 

 Phase III: is about reintegrating the set of systems inside 

the SoS.  
In directed SoS, a component system neither communicate with 
the whole SoS during the integration process nor after a successful 
integration. It only communicates with systems assigned to the 
same target.  

5.2. Integration in Open SoS 

The process of integration starts with the transmission of a search 
message from the component system seeking the integration to the 
rest of the SoS. Then, an assessment of the message comes from 
component systems in order to verify the nature, embraced infor-
mation, security criteria, etc. In the case of a successful scenario, 
component systems send their tables to the new system. 
 

 
Fig. 2: Integration process in open SoS. 

 

For tables’ standardization purposes, the new system duplicates 
the content of the received tables (which normally have the same 
content). Next, it injects its information and data in its table. Then, 
it transmits it to all component systems which eventually will 
replace their tables with the newly received one. Consequently, all 
component systems will have a copy of the same table which con-
tributes to the limitation of compatibility issues and the unification 
of the vision of component systems through the SoS. Fig. 2 illus-
trates the process.  

6. Epilogue   

In this paper, we collected some SoS definitions from related liter-
ature in order to sire the concept and highlight the similarities 
between them. We also presented a set of properties that differen-
tiate SoS from ordinary systems. This set embraces autonomy, 

heterogeneity, interdependence, distribution, extensibility and 
emergence.  
A classification of SoS is also detailed. It is our belief that the 
fragmentation of SoS is a promising starting point for the realiza-
tion of effective processes in such complex systems. Besides, the 

adaptability of the approach pushes forward the capability of 
component systems to handle interdependent joint activities amid 
the SoS while keeping the performance viable.   
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